Tips for small businesses to stay cyber resilient and secure

- Don’t post sensitive information, e.g. limit personal information in staff bios to avoid social engineering.
- Restrict logins for your business’ social media channels and offer staff training.
- Monitor unusual activity, such as posts or comments that look suspicious, to spot hackers.
- Use long, complex, unique passwords or passphrases like iL0veapp11es!
- Screen third-party vendors and suppliers to ensure good cyber security.
- Keep informed of latest risks.
- Read the latest cyber security advice.

FIND OUT MORE
Find out more about the BITC Would You Be Ready? cyber campaign on their website. For more advice about staying secure online, visit www.nominet.uk/blog.